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1. Discussion
TR 23.700-74 still includes some Editor's notes in conclusion of KI#3. The following sections discuss on the Editor's note and propose a way to address them.
1.1 New NEF service or existing NEF service
· Either a new NEF service will be introduced or existing AF session with QoS service will be enhanced to support provisioning of traffic characteristics and monitoring of performance characteristics for a group of UEs.
Editor’s note: Whether a new NEF service is to be defined or existing AF session with QoS is enhanced is FFS and can be determined during normative phase. 
The options to address this EN are as follows:
-  a) The NEF AFsessionWithQoS service is enhanced. In this case, the AFsessionWithQoS service and information flows are enhanced to capture mainly the new target: Group ID, and the support of the new scenarios: members that establish PDU Session in the future, because the current AFsessionWithQoS service applies to the on-going data connectivity for a single UE.
-  b) The NEF Parameter service is enhanced. In this case, the Parameter service and information flows are enhanced to store the traffic characteristics to be provisioned and/or the performance characteristics to be monitored as part the group subscription data. The group subscription data can be stored at the UDM or UDR. When the group subscription data including the traffic characteristics to be provisioned and/or the performance characteristics to be monitored are delivered to TSCTSF, the TSCTSF can then find each available PDU Session and provide per-PDU-Session request to PCF, the PCF can then affect the PCC rules for the PDU Session. This can also comply with the KI#1 conclusion about provisioning of group QoS.
-  c) The NEF ServiceParameter service is enhanced. In this case, the ServiceParameter service and information flow are enhanced to store the traffic characteristics to be provisioned and the performance characteristics to be monitored as part the Service specific information. However the new information are not delivered to the UE, but are used to configure member’s data connectivity and monitor the performance on such connectivity for specific performance characteristics, so this needs to extend the usage of ServiceParameter service, which originally is defined for provisioning of service specific parameters, which can be used for the UE in 5GS. 
-  d) New NEF service is introduced. Specify a new NEF service and new information flows to allow AF to provisioning the traffic characteristics to be provisioned and/or the performance characteristics to be monitored for a group, those information are stored at the UDR as "subscription data" or "application data", this information will be applicable to each UE group member and used by PCF to affect the PCC rules for each member’s PDU Session. Since there are some exiting service with more or less the function supporting we need as above. 
Since Option a) and b) bring less impacts than option c) and d), and option b) is a more reasonable way than a) to realize the enhancements, moreover, option b) can used in compliance with the KI#1 conclusion about provisioning of group QoS.
Proposal 1: NEF ParameterParameter service is enhanced for provisioning of traffic characteristics and monitoring of performance characteristics for a group of UEs.
1.2 Whether QNC or AQP is more general to support monitoring of specific QoS
Editor’s note: whether QNC or AQP is more general to support monitoring of specific QoS can be determined during normative phase.
The options are as follow:
   -  QNC mechanism is enhanced to monitor and report for a specific performance characteristic.
-  Set multiple combinations of AQP (GBR, PDB, PER) values, those AQPs can be used by the AF to derive the unsatisfied QoS parameter using the reference to the highest-prioritized AQP that RAN currently matches.
An Alternative QoS Profile represents a combination of QoS parameters PDB, PER and GFBR to which the application traffic is able to adapt. The setting of AQPs is complex since AQP always needs to use multiple QoS parameters, this brings extra burdens on the application side and is not friendly to the application developers. So enhancements for QNC is a general way to address monitoring for a specific performance indicator.
And as pointed out in the LS from 5G ACIA (S2-220xxxx), 5G ACIA considers binary notification about QoS degradation is a limitation, it is beneficial to provide an indication about a degraded QoS and in what way it is degraded. What is more, FS_XRM SI already concludes the following: 5G System also may support API based exposure of congestion level information towards AF. The following information may be exposed: QNC for GBR QoS Flow: data rate cannot be guaranteed.	Comment by Huawei01: Not assigned
	L.4
	NEF only supports QoS monitoring for delay. For other QoS parameters, NEF only provides a binary notification about QoS degradation but does not provide additional information. It is considered beneficial to provide an indication about a degraded QoS and in what way it is degraded.
	[R-4.2.4-01]
The 5G exposure reference points must support monitoring of device connectivity, including the connection’s QoS



Proposal 2: QNC is enhanced to address monitoring for a specific performance indicator.
1.3 Handle with provisioning and monitoring for UE-UE traffic 
The AF is responsible to handle request for UE-to-UE traffic . i.e.e.g. initial "QoS division" and updated "QoS division". 
Editor’s note: How to reuse existing QoS division mechanism or other SID conclusion for UE-to-UE traffic can be determined during normative phase.
There are some existing mechanism on handle with UE-UE traffic:
-  On handle for a UE-UE TSC stream, the (TSN) AF divides the stream into one uplink stream and one or more downlink streams as defined in clause 5.28.2 of TS 23.501[2].The TSN AF binds the uplink and downlink streams to the PDU Sessions, and provides the streams on AF Session basis to the PCF(s).
-  On handle for provisioning DetNet configuration from the DetNet controller to 5GS, the TSCTSF uses the identity of the incoming and outgoing interfaces to determine the affected PDU Session(s) and whether the flow is uplink or downlink. The TSCTSF also determines if the flow is UE to UE in which case two PDU Sessions will be affected for the flow; in that case the TSCTSF breaks up the requirements to individual requirements for the PDU Sessions. The TSCTSF provides the parameters to the PCF re-using the existing procedures in Rel-17 TSC, with the addition of PER.
As pointed out in the LS from 5G ACIA (S2-220xxxx), 5G ACIA considers UE-to-UE QoS bearer with a single API call is considered as a limitation when NEF is used, because currently one NEF API call per each UE would be required. SA6 SEAL already has support for UE-to-UE QoS bearer establishment with one API call only. 	Comment by Huawei01: Not assigned
	L.3
	Establishment of UE-to-UE QoS bearer with a single API call is considered as a limitation when NEF is used (currently one API call per each UE would be required).
Note that SEAL already has support for UE-to-UE QoS bearer establishment with one API call only.
	[R-4.2.3-01]
The 5G exposure reference points must support:
 • on-demand UE-to-UE (UNU) or UE-to-data-network 
(UN) connections with a defined quality of service 
(QoS)
• multiple connections per device, each characterized by 
QoS parameters
• modification of an established UNU or UN connection (e. g. new QoS parameters) and termination of a connection 



In order to reuse the QoS division mechanism for UE-to-UE QoS, the AF needs to support SEAL feature as defined by SA6. When the AF receive the UE-to-UE QoS bearer establishment with one API call only, the AF acts as the TSN AF or TSCTSF to break up the UE-to-UE QoS requirements to initial individual QoS requirements for the PDU Sessions and then AF provides the individual QoS requirements on AF Session basis. If the initial individual QoS requirements for the PDU Sessions are not fulfilled, the 5GC can send the QoS control notification to the AF, so the AF can adjust the QoS division for UE-to-UE QoS.

Proposal 3: AF needs to support SEAL feature defined by SA6 and QoS division function defined for TSC AF and TSCTSF to for provisioning and monitoring of UE-to-UE traffic. If the initial QoS division for UE-to-UE traffic is not fulfilled, the 5GC can inform the QNC notification to AF thus to allow AF to update the QoS division for UE-to-UE traffic.
1.4 Whether and how to support monitoring of CSA and CSR
Editor’s note: Whether and how to support monitoring of communication service availability, communication service reliability is FFS.
According the the definition of Communication service availability, it is evaluated by a specified QoS between end point which is communication service interface. So 5GS should collect and monitor the relevant performance data over the PDU sessions or QoS flows for the communication service. One the other hand, 5GS can also calculate the CSR according the the definition of communication service reliability. 
Since NWDAF has the ability to collect DN service performance statistics and UE Communication Statistics, the NWDAF can collect more relevant data (e.g. loss of connectivity, communication failure, and QNC notification) to calculate the CSA and CSR for a specific communication service. Alternatively, the OAM can also be proper to support monitoring of CSA and CSR, but currently SA5 does not specify OAM to support this.
Proposal: Use NWDAF to support monitoring of CSA and CSR.
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-74.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc112932912][bookmark: _Toc104786733]8.3	Key Issue #3: NEF exposure framework for provisioning of traffic characteristics and monitoring of performance characteristics
The following principles are concluded for normative work:
[bookmark: _GoBack]-	Either a new NEF service will be introduced or existing AF Parameter Provisioningsession with QoS service will be enhanced to support provisioning of traffic characteristics and monitoring of performance characteristics for a group of UEs. Traffic characteristics and performance characteristics for a group of UEs are stored as part of the group subscription data in UDR via UDM.
Editor's note:	Whether a new NEF service is to be defined or existing AF session with QoS is enhanced is FFS and can be determined during normative phase.
-	If TSCTSF is used, UDMNEF provides the traffic characteristics and performance characteristicsrequest for a group of UEs to the TSCTSF and TSCTSF maps the request information targeting a group to requests targeting each group member's PDU Session, i.e. TSCTSF provides per-PDU-Session requests to PCF(s). In case TSCTSF is not used, NEF stores the request in UDR and PCF receives the information from UDR and maps the request information targeting a group to requests targeting each group member’s PDU Session.
-	The AF provides 5G QoS parameters to NEF.
NOTE 1:	The traffic characteristics parameters from 5G-ACIA white paper can be provided using 5GS QoS parameters, e.g.:
-	Transfer interval using Periodicity.
-	Data volume per cycle time using Maximum Burst Size.
-	Average/Service and peak data rates using Requested Guaranteed Bitrate and Requested Maximum Bitrate.
-	Maximum end-to-end latency using Requested 5GS Delay.
-	Packet error rate using Requested packet error rate.
NOTE 2:	Requested packet error rate as in Individual QoS parameters as defined in clause 6.1.3.22 of TS 23.503 [4] depends on conclusion of KI#4 of FS_5TRS_URLLC.
-	The QoS and policy framework is re-used for parameter enforcement. QoS Parameter Notification Control or AQP is used formonitoring of specific performance characteristic.
-	AF can indicate the specific performance characteristic to be monitered during subscription for QoS Control notfication. PCF can send this indication along with the trigger for QoS Control notfication.
-	If the indicated performance characteristic is not fulfilled, the RAN reports that the QoS Control notification, with the indication about a degraded QoS parameter, the reason for the degradation and current performance.
Editor's note:	Whether QNC or QAP is more general to support monitoring of specific QoS can be determined during normative phase.
-	The TSCTSF or PCF (in non-TSCTSF case) is responsible to manage the temporal invalidity/validity condition (start-time, end-time).
-	PDU Session Release COMMAND for re-establishment of the PDU Session and URSP rules for the highest priority PDU Session Type of a group are used to change PDU Session Type of the PDU Session targeting the group for each group member within the group.
-	The AF is responsible to handle request for UE-to-UE traffic . i.e.e.g. initial "QoS division" and updated "QoS division". Editor's note: How to reuse existing QoS division mechanism or other SID conclusion for UE-to-UE traffic can be determined during normative phase.
-	The AF can support SEAL feature defined by SA6 and QoS division function defined for TSC AF and TSCTSF
-	If the AF receives the UE-to-UE QoS bearer establishment with one API call only, the AF breaks up the UE-to-UE QoS requirements to initial individual QoS requirements for uplink and downlink respectively and then AF provides the individual QoS requirements on AF Session basis. If the initial individual QoS requirements for uplink or downlink are not fulfilled, the 5GC can send the QoS control notification to the AF, so the AF can adjust the QoS division for UE-to-UE QoS requirements.
-  NWDAF is enhanced to support monitoring of communication service availability, communication service reliability.
Editor's note:	Whether and how to support monitoring of communication service availability, communication service reliability is FFS.

* * * * End of changes * * * *
3GPP
SA WG2 TD

